Information on the manner in which the Medical University of Bialystok processes the personal data of the Economic Operator’s representatives, plenipotentiaries, employees, associates, other staff in connection with the performance of the Agreement  
1. The Medical University of Bialystok hereby informs whom it may concern that it becomes controller of personal data of the Economic Operator’s representatives, plenipotentiaries, employees, associates, and other staff supplied by the Economic Operator in connection with the performance of the Agreement.
2. As part of the implementation of the Agreement, the Medical University of Bialystok processes the personal data of: 
1)  persons representing the Economic Operator within the scope of their names, surnames, positions, 
2) the Economic Operator’s employees, associates, personnel, within the scope of their basic business contact details, such as: names and surnames, telephone numbers, e-mail addresses, 
3) the Parties’ plenipotentiaries, within the scope of their names, surnames, residence addresses, identity proof numbers – if any.
3. The Medical University of Bialystok processes personal data pursuant to art. 6 sec. 1 letter f of GDPR - legitimate interest which is the performance of the Agreement and contact for the purpose of Agreement performance. 
4. The Medical University of Bialystok has appointed a Data Protection Officer, who can be contacted regarding personal data by sending information to the e-mail address: iod@umb.edu.pl or through other contact details provided on the University's website.
5. Personal data will be processed for the duration of the Agreement, and after its implementation for the period resulting from applicable law or until the claims under this Agreement are time-barred.
6. The recipients of personal data will be external entities providing services related to the ongoing activities of the University, providing and supporting IT systems - on the basis of relevant personal data processing agreements and ensuring the use of appropriate technical and organizational measures assuring data protection.
7. Each person whose data is processed has the right to access their data and the right to rectify, delete, limit processing, the right to transfer data, the right to object on the principles set out in the GDPR. One can exercise one’s rights by contacting the Data Protection Officer.
8. Each person has the right to lodge a complaint with the President of the Personal Data Protection Office, ul. Stawki 2, 00-193 Warsaw, when he/she considers that the processing of personal data violates the provisions of the GDPR.
9. Based on the provided personal data, no automated decisions or profiling shall be performed. 
10. Providing the personal in question data is voluntary, but necessary to sign the Agreement.
